
THE POLICY OF AIRCOMPANY "SEVERSTAL" LTD IN 
PERSONAL DATA PROCESSING

The Goal of Policy 
Ensuring the protection of the rights and freedoms of a person and a citizen (subject 
of Personal Data), including the protection of the rights to inviolability of private life, 
personal and family secrets, when processing Personal Data at 
AIRCOMPANY "SEVERSTAL" LTD, in accordance with the legislation. 
 
 
 

 Principles of personal data processing 
 Compliance with the rights of Personal Data subjects when processing 

their Personal Data. 

 Processing Personal Data on a legal and fair basis to achieve the purposes 
of its processing; 

 Preventing the processing of Personal Data which do not meet the 
processing goals, are redundant, or are contained in databases whose 
processing goals are incompatible; 

 Ensuring the accuracy, sufficiency and relevance of Personal Data in 
relation to the purposes of its processing; 

 Storage of Personal Data in a form that allows you to identify the subject 
of Personal Data, no longer than the purposes of Personal Data processing 
require. 

 Destruction or depersonalization of Personal Data upon achievement of 
processing goals or in case of loss of the need to achieve these goals. 

Personal data processing conditions 
 

 Personal Data processing is carried out in compliance with the principles 
and rules provided for by regulatory legal acts in the field of Personal Data. 

 Personal Data processing is carried out with the consent of the Personal 
Data subject or in cases provided for by federal law. 

 Recording, systematization, accumulation, storage, clarification, extraction 
of personal data of citizens of the Russian Federation when collecting 
personal data are carried out using databases located on the territory of 
the Russian Federation, unless otherwise provided by law. 

 The cross-border transfer of Personal Data is carried out only after the 
collection of Personal Data on the territory of the Russian Federation, in 
accordance with the legislation. 

 Persons who have gained access to Personal Data are obliged to maintain 
confidentiality and not distribute them without the consent of the Personal 
Data subject, unless otherwise provided by federal law. 

 

Ways to achieve the Goal 
 Ensuring the protection of Personal Data information systems from the 

impact of current threats to Personal Data security, taking into account 
the assessment of impact on Personal Data subjects; 

 Application of a set of organizational and technical measures to ensure 
the safety of Personal Data, necessary to meet the requirements of the 
legislation for the protection of Personal Data, when they are processed in 
Personal Data information systems, as well as without the use of 
automation tools; 

 Systematic control of compliance of Personal Data processing with legal 
requirements and local regulations;  

 Carrying out measures to inform and train personnel on the rules of 
processing and protection of Personal Data; 

 The inevitability of liability for violation of this Policy. 


